**DATENSCHUTZERKLÄRUNG**

**Hotel OTP Budapest**

Die Datenverarbeitung erfolgt in Übereinstimmung mit der EU-Verordnung 2016/679 zum Schutz natürlicher Personen bei der Verarbeitung personenbezogener Daten und zum freien Datenverkehr sowie zur Aufhebung der Richtlinie 95/46/EG (im Folgenden: DSGVO oder Datenschutz-Grundverordnung) und den Bestimmungen des Gesetzes CXII von 2011 über die informationelle Selbstbestimmung und Informationsfreiheit (im Folgenden: Info-Gesetz)**.**

**CIL Babér Kft.** (Sitz: 1051 Budapest, Nádor utca 16., im Folgenden: Unternehmen), als Betreiber des **Hotels OTP Budapest**, stellt die Rechtmäßigkeit und Zweckmäßigkeit der Datenverarbeitung in Bezug auf die von ihm verarbeiteten personenbezogenen Daten in allen Fällen sicher. Der Zweck dieser Informationen besteht darin, unseren Gästen, die ihre Unterkunft gebucht und ihre personenbezogenen Daten zur Verfügung gestellt haben, angemessene Informationen über die Bedingungen und Garantien zu geben, unter denen unser Unternehmen ihre Daten verarbeitet und wie lange, bevor sie buchen oder ihre personenbezogenen Daten zur Verfügung stellen. Unser Unternehmen hält sich in allen Fällen, in denen es um die Verarbeitung personenbezogener Daten geht, an den Inhalt dieser Mitteilung, und wir sind an das hier Beschriebene gebunden.

Die Geltungsdauer des Prospekts beträgt bis zu seinem Widerruf. Die Gesellschaft behält sich das Recht vor, den Prospekt zu ändern, und wird dies durch Veröffentlichung des geänderten Prospekts auf der Website mitteilen.

1. **DIE MERKMALE DER DATENVERARBEITUNG GEMÄSS DIESER DATENSCHUTZERKLÄRUNG SIND IN DER FOLGENDEN TABELLE ZUSAMMENGEFASST**

##  DATENVERARBEITUNG IM ZUSAMMENHANG MIT ANGEBOTSANFRAGE UND ONLINE-AUFTRAGSVERGABE

Unser Unternehmen bietet unseren Gästen die Möglichkeit, elektronisch ein Angebot über die Preise von Zimmern und Dienstleistungen anzufordern. Das Angebot erfolgt durch unser Unternehmen über ein elektronisches System unter Berücksichtigung der verfügbaren Kapazitäten.

Wir bieten unseren Gästen auch die Möglichkeit, eine Unterkunft online zu buchen, damit sie schnell, bequem und kostenlos ein Zimmer buchen können.

Darüber hinaus versuchen wir auf der Grundlage der Einwilligung der betroffenen Person, unseren Gästen bei der Vorbereitung ihrer Reise zu helfen und die Zeit, die sie bei der Ankunft in der Unterkunft verbringen, durch eine E-Mail vor der Ankunft zu verkürzen. Denn die elektronische Pre-Arrival-E-Mail dient einerseits dem Online-Check-in, andererseits enthält sie nützliche Informationen – unter anderem – zur aktuellen Wettervorhersage und zu Programmempfehlungen.

|  |  |  |  |
| --- | --- | --- | --- |
| ZWECK DER DATEN-VERARBEITUNG | RECHTSGRUNDLAGE DER DATEN-VERARBEITUNG | UMFANG DER VERARBEITETEN DATEN | DAUER DER DATEN-VERARBEITUNG |
| Durch elektronische Gebote, Vorabinformation über Hotelpreise (Abgabe eines genauen Angebotes, Vorbereitung einer Reservierung) | Die Verarbeitung ist erforderlich, um auf Antrag der betroffenen Person vor Vertragsschluss Maßnahmen zu ergreifen – Art. 6 Abs. 1 Buchstabe a) DSGVO | Anrede; Name und Vorname; Telefonnummer; E-Mail-Adresse; Anzahl der Hotelgäste (Anzahl der Erwachsenen, Anzahl der Kinder) | - bei erfolgreicher Ausschreibung zwei Jahre nach dem letzten Tag des Aufenthalts des gebuchten Termins- im Falle der Ablehnung des Angebots bis zum Zeitpunkt der Ablehnung,- wenn keine Antwort auf das Angebot erfolgt, bis zum Tag nach Ablauf des Angebots |
| Bereitstellung elektronischer Buchungen | Erforderlich für die Vertragserfüllung gemäß Artikel 6 Abs. 1 Buchstabe b) DSGVO | Anrede; Name und Vorname; Anschrift (Land, PLZ, Ort, Straße, Hausnummer;) Telefonnummer; E-Mail-Adresse, Anreisedatum, Abreisedatum, Anzahl der Erwachsenen, Anzahl der Kinder, Zimmertyp, Zahlungsart, mögliche lebensmittelempfindliche Daten; im Falle eines Unternehmensverbands, Firmenname und Sitz, Bankkartennummer | Während der Buchung erhaltene personenbezogene Daten werden für die Dauer des Vertragsverhältnisses mit der betroffenen Person verarbeitet, mit Ausnahme von Daten, die gemäß Gesetz C von 2000 über die Rechnungslegung für 8 Jahre aufbewahrt werden, und Daten, die gemäß Gesetz CL von 2017 über die Steuerordnung bis zum letzten Tag des 5. Jahres nach dem betreffenden Jahr aufbewahrt werden |

* 1. **ZUFRIEDENHEITSMESSUNG**

Als Hotel möchten wir unseren Gästen einen hohen Servicestandard bieten, weshalb wir unsere Gäste ständig um Feedback zu ihren Erfahrungen während ihres Aufenthalts in unserem Hotel bitten.

Während der Zufriedenheitsmessung zielt unser Unternehmen nicht darauf ab, die betroffene Person zu identifizieren, personenbezogene Daten bereitzustellen, die nicht für die Vervollständigung erforderlich sind, und die Antworten machen die betroffene Person nicht identifizierbar.

|  |  |  |  |
| --- | --- | --- | --- |
| ZWECK DER DATEN-VERARBEITUNG | RECHTSGRUNDLAGE DER DATENVERARBEITUNG | UMFANG DER VERARBEITETEN DATEN | DAUER DER DATENVERARBEITUNG |
| Feedback von Hotelgästen anfordern, um unsere Dienstleistungen weiterzuentwickeln und zu verbessern. | Einwilligung der betroffenen Person gemäß Artikel 6 Abs. 1 Buchstabe f) DSGVO | Name, E-Mail-Adresse | Zwei Jahre nach dem letzten Tag des gebuchten Aufenthalts. |

* 1. **COOKIE-DATENVERWALTUNG**

Cookies sind kleine Programme, die den funktionalen Betrieb der von Ihnen besuchten Website unterstützen, Daten zu Zwecken der Verkehrsanalyse sammeln oder Marketingzwecken dienen.

Bei der Verwendung von Cookies werden diese kleinen Programme oder Datenpakete auf dem Computer des Nutzers abgelegt und dort für einen längeren oder kürzeren Zeitraum gespeichert. Während der Verwendung von Cookies "fragt" die Website den Computer des Benutzers oder andere Mittel, um Daten über die Nutzung des Computers im Browser des Benutzers zu speichern. Cookies stammen entweder von der Website, die Sie besuchen, oder von einem Dritten (. Cookies ermöglichen es der Website, sich an bestimmte Aktionen oder Präferenzen des Benutzers zu „erinnern“. Cookies helfen, Benutzer zu identifizieren, die eindeutigen Einstellungen der Benutzer im Zusammenhang mit der Nutzung der Website aufzuzeichnen und es Benutzern zu ermöglichen, die Websites zu nutzen, ohne Daten erneut einzugeben (z. B. sich an Passwörter zu erinnern).

Einige der Cookies werden von einem externen Webserver verwaltet, diese Cookies werden HTTP-Header-Cookies genannt. Eine andere Möglichkeit, Cookies zu speichern, ist über JavaScript-Code, der auf dieser Seite gefunden oder referenziert wird. In der Praxis kann der Prozess wie folgt beschrieben werden: Jedes Mal, wenn der Benutzer die Seite erneut verwenden möchte, kann der Webserver die Daten der zuvor gesetzten Cookies empfangen, wodurch das Laden und Verwenden der zuvor verwendeten Seite einfacher und bequemer wird.

Cookies und andere ähnliche Technologien können in der Lage sein, bestimmte Personen zu identifizieren, und daher stellt ihre Verwendung für die Zwecke der Datenschutz-Grundverordnung die Verarbeitung personenbezogener Daten dar.

Cookies und andere ähnliche Technologien werden beim Besuch aller Websites verwendet. Fragen zur Verarbeitung von Cookies beziehen sich auf die den Nutzern zur Verfügung gestellten Informationen oder die Notwendigkeit ihrer Einwilligung.

Von der Website verwendete Cookies:

1. **Cookies, die grundlegende Funktionen bieten**

Cookies mit grundlegenden Funktionen helfen uns, unsere Website nutzbar zu machen, indem sie grundlegende Funktionen wie die Websitenavigation und den Zugriff auf sichere Bereiche der Website ermöglichen. Ohne diese Cookies kann die Website nicht ordnungsgemäß funktionieren.

|  |  |  |
| --- | --- | --- |
| ZWECK DER DATENVERARBEITUNG | RECHTSGRUNDLAGE DER DATENVERARBEITUNG | Ablauf |
| Um das ordnungsgemäße Funktionieren der Website zu gewährleisten. | Berechtigtes Interesse des Verantwortlichen gemäß Artikel 6 Abs. 1 Buchstabe f) DSGVO | 12 Monate |

1. **Statistische Cookies**

Durch das Sammeln und Melden von Daten in anonymisierter Form helfen statistische Cookies dem Websitebesitzer zu verstehen, wie Besucher mit der Website interagieren.

Sie liefern Informationen über die Anzahl der Benutzer, die Anzahl der Besuche auf jeder Seite, die Zeiten, die auf der Website verbracht wurden, die Dauer, das Gerät, mit dem der Besuch durchgeführt wurde (Handy, Desktop, Tablet, Bildschirmgröße, Betriebssystemtyp), den geografischen Standort des Besuchs auf maximaler Stadtebene, die Häufigkeit des Besuchs (der Anteil der wiederkehrenden oder neuen Besuche).

|  |  |  |
| --- | --- | --- |
| ZWECK DER DATENVERARBEITUNG  | RECHTSGRUNDLAGE DER DATENVERARBEITUNG  | Ablauf  |
| Um das ordnungsgemäße Funktionieren der Website zu gewährleisten. | Einwilligung der betroffenen Person gemäß Artikel 6 Abs. 1 Buchstabe a) DSGVO | \_ga 2 Jahre\_gid 24hours\_gat\_gtag\_<property-id>session |

So entfernen Sie Cookies von Ihrem Gerät:

Sie können alle Cookies von Ihrem Gerät entfernen, indem Sie Ihren Browserverlauf löschen. Dadurch werden alle Cookies gelöscht, die mit den von Ihnen besuchten Websites verknüpft sind.

Denken Sie jedoch daran, dass Sie einige gespeicherte Informationen (z. B. Anmeldeinformationen, Sucheinstellungen) verlieren können, wenn Sie Ihren Verlauf löschen.

Verwaltung von website-spezifischen Cookies:

Wenn Sie die Möglichkeiten für die Verwendung von standortspezifischen Cookies näher definieren möchten, können Sie die Datenschutz- und Cookie-Einstellungen des von Ihnen verwendeten Browsers nach Ihren Wünschen überprüfen und ändern.

Deaktivieren von Cookies:

Die meisten der derzeit verwendeten Browser ermöglichen es Benutzern, alle Cookies auf ihren Computern zu deaktivieren. In diesem Fall müssen die notwendigen Einstellungen jedoch auf jeder Website separat vorgenommen werden. Einige Dienste und Funktionen funktionieren möglicherweise überhaupt nicht richtig (z. B. Erstellen eines Benutzerprofils, Anmelden).

* 1. **DATENVERARBEITUNG ZUR KAMERAÜBERWACHUNG**

Auf dem Hotelgelände sind Kameras (CCTV) in Betrieb, um die persönliche und sachliche Sicherheit der Gäste sowie den Schutz des Eigentums zu gewährleisten. Zum einen bieten die Kameras eine kontinuierliche Beobachtung (Live-View), zum anderen zeichnen sie Filmmaterial auf.

|  |  |  |  |
| --- | --- | --- | --- |
| ZWECK DER DATEN-VERARBEITUNG | RECHTSGRUNDLAGE DER DATEN-VERARBEITUNG | UMFANG DER VERARBEITETEN DATEN | DAUER DER DATEN-VERARBEITUNG |
| Zweck der Datenverarbeitung ist es, einen wirksamen Schutz von Personen und Sachen zu gewährleisten und die Aufdeckung und den Nachweis von Verstößen zu ermöglichen und zu erleichtern. | Berechtigtes Interesse des Verantwortlichen gemäß Artikel 6 Abs. 1 Buchstabe f) DSGVO | das Gesichtsbild und das Verhalten der Reisenden in dem vom Beobachtungssystem überwachten Bereich | Aufgezeichnete Bilder werden ab dem Aufnahmedatum 3 Werktage lang aufbewahrt. |

* 1. **DATENVERARBEITUNG IM ZUSAMMENHANG MIT DER KURTAXE-ERKLÄRUNG UND DER AUSSTELLUNG VON RECHNUNGEN.**

Die Steuerpflicht wird einer Person auferlegt, die als Gebietsfremde mindestens eine Gastnacht im Zuständigkeitsbereich der Gemeinde verbringt und Eigentümer eines für Urlaub oder Erholung geeigneten Gebäudes im Zuständigkeitsbereich der Gemeinde ist, das nicht als Wohnung gilt.

|  |  |  |  |
| --- | --- | --- | --- |
| ZWECK DER DATEN-VERARBEITUNG  | RECHTSGRUNDLAGE DER DATEN-VERARBEITUNG  | UMFANG DER VERARBEITETEN DATEN  | DAUER DER DATEN-VERARBEITUNG  |
| Zum Zwecke der Erfüllung der für die Erbringung von Beherbergungsleistungen erforderlichen Steuerzahlungsverpflichtung. | Erfüllung einer rechtlichen Verpflichtung nach Artikel 6 Abs. 1 Buchstabe c) DSGVO | Name, Geburtsort, Geburtsdatum, Anschrift, Personalausweisnummer, Beginn und Ende des Aufenthalts | Bis zu dem im Gesetz für die Datenverarbeitungszwecke festgelegten Datum oder für zwei Jahre nach dem letzten Tag des Aufenthalts des gebuchten Datums |
| Ausstellung einer Rechnung | Erfüllung einer rechtlichen Verpflichtung nach Artikel 6 Abs. 1 Buchstabe c) DSGVO | Name, Adresse, Preis, Kurtaxebetrag, gewählte Zahlungsmethode, Datum der Inanspruchnahme der Dienstleistung. | Nach dem Rechnungslegungsgesetz 8 Jahre ab Ausstellungsdatum der Rechnung |

1. **DATEN DES VERANTWORTLICHEN**

Name des Verantwortlichen: **CIL Babér Kft.** (Sitz: 1051 Budapest, Nádor utca 16.; Postanschrift: 8636 Budapest Party Promenade 159.; Cg. 01-09-896519; Tel: +36 84 560 911; E-Mail: Budapest@otphotel.hu)

 Datenschutzkontakt: informacio@otpbank.hu

1. **EMPFÄNGER PERSONENBEZOGENER DATEN**

Als Empfänger gilt die natürliche oder juristische Person, die Behörde, die Agentur oder jede andere Stelle, der personenbezogene Daten offengelegt werden, unabhängig davon, ob es sich um einen Dritten handelt.

Unser Unternehmen behandelt die personenbezogenen Daten der betroffenen Personen stets vertraulich, übermittelt die Daten nur an die Empfänger in der nachstehenden Tabelle, nur zum Zwecke der Erfüllung einer gesetzlichen Verpflichtung, keine Daten werden an andere Dritte weitergegeben.

* 1. **DATENÜBERTRAGUNGEN**

|  |  |  |  |
| --- | --- | --- | --- |
| EMPFÄNGER DER DATEN-ÜBERMITTLUNG  | RECHTS-GRUNDLAGE FÜR DIE DATEN-ÜBERMITTLUNG | UMFANG DER DATEN-ÜBERMITTLUNG  | ZWECK DER DATEN-ÜBERTRAGUNG  |
| Nationale Tourismusagentur | Erfüllung einer rechtlichen Verpflichtung nach Art. 6 Abs. 1 Buchstabe c) DSGVO | Anonyme statistische Daten | Das Unternehmen stellt täglich über die Unterkunftsverwaltungssoftware anonyme Statistiken über den Gästeumsatz der Unterkunft zur Verfügung. |
| III. Bezirksgemeinde Budapest | Erfüllung einer rechtlichen Verpflichtung nach Art. 6 Abs. 1 Buchstabe c) DSGVO | Name, Telefonnummer, Geschlecht, E-Mail-Adresse, Wohnadresse, Ankunfts- und Abreisedatum, Buchungszeitpunkt, Staatsangehörigkeit | Zum Zwecke der Erfüllung der für die Erbringung von Beherbergungsleistungen erforderlichen Steuerzahlungspflicht (IFA). |

* 1. **VERWENDUNG DES UNTERDATENVERARBEITERS**

Um den Service komfortabler und individueller zu gestalten, setzt der Datenverarbeiter zusätzliche Datenverarbeiter wie folgt ein:

|  |  |  |
| --- | --- | --- |
| Name des Unterauftrags-verarbeiters | Sitz der Gesellschaft | Beschreibung der Unterauftragsverarbeiteraufgabe |
| Hostware Kft. | 1149 Budapest, Róna utca 120-122. | Durchführung von Kundenverwaltungsaufgaben bei Verwendung des Hostware Front Office Hotelsystems. |
| OTP Mobil Kft. | 1093 Budapest, Közraktár u. 30-32. | Durchführung der für den Zahlungsverkehr erforderlichen Datenkommunikation zwischen dem Händler und dem System des Zahlungsdienstleisters, Bereitstellung von Kundensupport für Benutzer, Bestätigung von Transaktionen und Betrugsüberwachung zum Schutz der Benutzer. |

Darüber hinaus können sich einige Behörden, öffentliche Stellen und Gerichte mit unserem Unternehmen in Verbindung setzen, um personenbezogene Daten zu übermitteln. Unser Unternehmen wird personenbezogene Daten an diese Stellen nur in dem Umfang und in dem Umfang weitergeben, der zur Erreichung des Zwecks der Anfrage unbedingt erforderlich ist und wenn die zuständige Stelle den genauen Zweck und Umfang der Daten angegeben hat und wenn die Erfüllung der Anfrage gesetzlich vorgeschrieben ist.

1. **DATENSICHERHEIT**

Die Computersysteme unseres Unternehmens und andere Datenspeicherorte befinden sich am Hauptsitz und auf Servern, die vom Datenverarbeiter gemietet werden. Unser Unternehmen wählt und betreibt die IT-Tools, die für die Verarbeitung personenbezogener Daten während der Erbringung der Dienstleistung verwendet werden, so, dass die verarbeiteten Daten:

* Zugänglich für berechtigte Personen (Verfügbarkeit);
* deren Authentizität und Authentifizierung sichergestellt ist (Authentizität der Datenverarbeitung);
* seine Unveränderlichkeit überprüft werden kann (Datenintegrität);
* vor unbefugtem Zugriff geschützt (Datengeheimnis).

Wir achten besonders auf die Sicherheit der Daten, ergreifen auch die technischen und organisatorischen Maßnahmen und legen die Verfahrensregeln fest, die zur Durchsetzung der Garantien nach der Datenschutz-Grundverordnung erforderlich sind. Insbesondere werden die Daten durch geeignete Maßnahmen gegen unbefugten Zugriff, Veränderung, Übertragung, Weitergabe, Löschung oder Zerstörung sowie zufällige Zerstörung, Beschädigung und Unzugänglichkeit aufgrund von Änderungen der verwendeten Technologie geschützt.

Unser Unternehmen und unsere Partner schützen ihre IT-Systeme und Netzwerke gleichermaßen vor computergestützten Betrugsversuchen, Computerviren, Hackerangriffen und Angriffen, die zu Dienstverweigerung führen. Der Betreiber gewährleistet die Sicherheit sowohl mit Schutzverfahren auf Server- als auch auf Anwendungsebene. Die Daten werden täglich gesichert. Um Datenschutzvorfälle zu verhindern, wird unser Unternehmen alle möglichen Maßnahmen ergreifen, und im Falle eines solchen Vorfalls werden wir – in Übereinstimmung mit unserer Richtlinie zum Vorfallsmanagement – unverzüglich Maßnahmen ergreifen, um Risiken zu minimieren und Schäden zu beseitigen

1. **RECHTE DER BETROFFENEN PERSON IN BEZUG AUF DIE DATENVERARBEITUNG**

Gemäß den Artikeln 12-21 der Datenschutz-Grundverordnung kann die betroffene Person den für die Verarbeitung Verantwortlichen auffordern, auf die Verarbeitung der sie betreffenden personenbezogenen Daten zuzugreifen, diese zu berichtigen, einzuschränken oder zu löschen oder die Einwilligung zu widerrufen.

## Im Falle einer Verletzung der in der Datenschutz-Grundverordnung festgelegten Rechte der betroffenen Person kann sich die betroffene Person unter den in Punkt 2 genannten Kontaktdaten an den für die Verarbeitung Verantwortlichen wenden.

Im Falle einer Datenverarbeitung aufgrund einer Einwilligung ist die Einwilligung stets freiwillig und kann jederzeit während des Zeitraums der Datenverarbeitung widerrufen werden. Sie können Ihre Absicht, Ihre Einwilligung gegenüber dem Unternehmen zu widerrufen, unter den in Punkt 2 angegebenen Kontaktdaten angeben. Der Widerruf berührt nicht die Rechtmäßigkeit der bisherigen Verarbeitung.

Gemäß Artikel 12 Abs. 3 der Datenschutz-Grundverordnung erfüllt das Unternehmen den Antrag der betroffenen Person auf Ausübung ihrer Rechte unverzüglich, spätestens jedoch innerhalb eines Monats nach Erhalt. Gegebenenfalls kann diese Frist unter Berücksichtigung der Komplexität der Bewerbung und der Anzahl der eingegangenen Bewerbungen um weitere zwei Monate verlängert werden. Das Unternehmen teilt der betroffenen Person die Fristverlängerung innerhalb eines Monats nach Zugang des Antrags unter Angabe der Gründe für die Verzögerung mit.

Wenn die betroffene Person den Antrag elektronisch eingereicht hat, sollte die Antwort nach Möglichkeit auch elektronisch erfolgen, es sei denn, die betroffene Person fordert dies in einer anderen Form an, die in ihrem Antrag ausdrücklich angegeben ist.

* 1. **AUSKUNFTSRECHT**

Die betroffene Person hat das Recht, vom Unternehmen über die in dieser Mitteilung angegebenen Kontaktdaten Auskunft darüber zu verlangen, ob ihre personenbezogenen Daten verarbeitet werden oder nicht, und, wenn eine solche Verarbeitung durchgeführt wird, das Recht zu erfahren, dass das Unternehmen:

* Welche personenbezogenen Daten Sie verarbeiten; auf welcher Rechtsgrundlage; zu welchem Zweck und für wie lange;
* an wen, wann, nach welchem Recht, auf welche personenbezogenen Daten Sie Zugriff gewährt haben oder an wen Sie Ihre personenbezogenen Daten übermittelt haben; aus welcher Quelle Ihre personenbezogenen Daten stammen;
* automatisierte Entscheidungsfindung anwenden und, wenn ja, das Recht haben, ihre Logik zu kennen, einschließlich Profilbildung.

Das Unternehmen stellt eine Kopie der personenbezogenen Daten, die Gegenstand der Datenverarbeitung sind, auf Antrag der betroffenen Person zum ersten Mal kostenlos zur Verfügung, dann gemäß Artikel 12 Abs. 5 der Datenschutz-Grundverordnung, wenn der Antrag der betroffenen Person offensichtlich unbegründet ist oder, insbesondere aufgrund seiner sich wiederholenden Natur, eine angemessene Gebühr auf der Grundlage übermäßiger Verwaltungskosten erheben oder sich weigern kann, auf den Antrag einzugehen.

Um die Anforderungen an die Datensicherheit zu erfüllen und die Rechte der betroffenen Person zu schützen, ist das Unternehmen verpflichtet, sicherzustellen, dass die Identität der betroffenen Person und die Person, die ihr Auskunftsrecht ausüben möchte, übereinstimmen, und zu diesem Zweck unterliegen auch die Bereitstellung von Informationen, der Zugriff auf die Daten und die Ausstellung einer Kopie davon der Identifizierung der betroffenen Person.

* 1. **RECHT AUF BERICHTIGUNG**

Die betroffene Person kann schriftlich über die in dieser Mitteilung angegebenen Kontaktdaten verlangen, dass das Unternehmen ihre personenbezogenen Daten ändert oder klärt, sofern sie die Richtigkeit der korrigierten Daten glaubhaft nachweisen kann. Wenn Sie die Bewerbung elektronisch an die Gesellschaft senden, sendet die Gesellschaft Ihr Antwortschreiben auch elektronisch. Wenn Sie eine andere Art und Weise wünschen, Ihre Antwort zu senden, geben Sie dies bitte in Ihrer Anfrage an.

* 1. **RECHT AUF EINSCHRÄNKUNG DER VERARBEITUNG (SPERRUNG)**

Die betroffene Person kann über die in dieser Mitteilung angegebenen Kontaktdaten verlangen, dass die Verarbeitung ihrer personenbezogenen Daten durch das Unternehmen eingeschränkt wird (mit einem klaren Hinweis auf die eingeschränkte Art der Verarbeitung und der Sicherstellung der Trennung von anderen Daten), wenn:

* Die Richtigkeit Ihrer personenbezogenen Daten anzufechten (in diesem Fall wird das Unternehmen die Verarbeitung auf den Zeitraum beschränken, für den es die Richtigkeit Ihrer personenbezogenen Daten überprüft);
* hält die Verarbeitung für rechtswidrig, die betroffene Person lehnt jedoch die Löschung der Daten ab und fordert stattdessen die Einschränkung ihrer Nutzung;
* der für die Verarbeitung Verantwortliche die personenbezogenen Daten nicht mehr für die Zwecke der Verarbeitung benötigt, sie aber von der betroffenen Person für die Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen benötigt werden; oder
* die betroffene Person der Verarbeitung widersprochen hat (in diesem Fall gilt die Einschränkung für den Zeitraum, bis festgestellt wird, ob die berechtigten Gründe des Verantwortlichen die berechtigten Gründe der betroffenen Person außer Kraft setzen).
	1. **DATENÜBERTRAGBARKEIT**

Sie haben das Recht, die Sie betreffenden personenbezogenen Daten, die Sie dem Unternehmen zur Verfügung gestellt haben, in einem strukturierten, gängigen und maschinenlesbaren Format zu erhalten, und das Recht, diese Daten ohne Behinderung des Verantwortlichen an einen anderen Verantwortlichen zu übermitteln, wenn:

- die Verarbeitung auf einer Einwilligung oder einem Vertrag beruht; und

- die Datenverarbeitung automatisiert erfolgt.

* 1. **RECHT AUF LÖSCHUNG („RECHT AUF VERGESSENWERDEN“)**

Die betroffene Person kann das Unternehmen schriftlich über die in dieser Mitteilung angegebenen Kontaktdaten auffordern, ihre personenbezogenen Daten zu löschen.

Das Unternehmen ist verpflichtet, Sie betreffende personenbezogene Daten unverzüglich zu löschen, wenn unter anderem einer der folgenden Gründe zutrifft:

- Personenbezogene Daten sind für den Zweck, für den sie erhoben oder anderweitig verarbeitet wurden, nicht mehr erforderlich;

- Sie Ihre Einwilligung widerrufen und es keine andere Rechtsgrundlage für die Verarbeitung gibt;

- die Rechtsgrundlage für die Verarbeitung ein berechtigtes Interesse, ein öffentliches Interesse oder eine Behörde ist und kein zwingender schutzwürdiger Grund für die Verarbeitung vorliegt, oder

- wenn die personenbezogenen Daten für Direktmarketingzwecke verarbeitet werden, haben Sie das Recht, der Verarbeitung der Sie betreffenden personenbezogenen Daten zu diesem Zweck jederzeit zu widersprechen;

- die personenbezogenen Daten unrechtmäßig verarbeitet wurden;

Das Unternehmen lehnt den Löschantrag nur ab, wenn es gesetzlich zur weiteren Speicherung der personenbezogenen Daten verpflichtet ist.

* 1. **WIDERSPRUCH GEGEN DATENVERARBEITUNG**

Sie haben das Recht, der Verarbeitung auf der Grundlage eines berechtigten Interesses über eine der unter Punkt 2 angegebenen Kontaktdaten zu widersprechen.

* 1. **RECHT AUF WIDERRUF DER EINWILLIGUNG**

Die betroffene Person kann ihre Einwilligung zur Datenverarbeitung jederzeit während des Zeitraums der Datenverarbeitung schriftlich über die in dieser Mitteilung angegebenen Kontaktdaten widerrufen. Im Falle des Widerrufs der Einwilligung bleibt die Datenverarbeitung des Unternehmens vor dem Widerruf rechtmäßig.

## RECHT AUF RECHTSBEHELF

## Wenn die betroffene Person der Ansicht ist, dass das Unternehmen bei der Verarbeitung seiner personenbezogenen Daten gegen die geltenden Datenschutzbestimmungen verstoßen hat, kann sie eine Beschwerde bei der nationalen Behörde für Datenschutz und Informationsfreiheit (Nemzeti Adatvédelmi és Információszabadság Hatóság) einreichen (Adresse: 1055 Budapest, Falk Miksa utca 9-11; Postanschrift: 1363 Budapest, Pf.: 9.; Telefon: +36-1-391-1400; E-Mail: ugyfelszolgalat@naih.hu). Die betroffene Person hat auch das Recht, eine Beschwerde bei einer anderen Aufsichtsbehörde, insbesondere einer Aufsichtsbehörde mit Sitz in dem Mitgliedstaat der Europäischen Union, in dem sie ihren gewöhnlichen Aufenthalt hat, einzureichen.

Gegen den Verantwortlichen kann auch vor Gericht Klage erhoben werden, wenn gegen die Vorschriften zur Verarbeitung personenbezogener Daten verstoßen wurde. Die betroffene Person kann die Klage vor dem Gerichtshof Budapest oder vor dem Gerichtshof ihres Wohnsitzes einreichen. In Ungarn finden Sie die Kontaktdaten des Gerichtshofs unter folgendem Link[: http://birosag.hu/torvenyszekek](http://birosag.hu/torvenyszekek). Wenn die betroffene Person ihren gewöhnlichen Aufenthalt in einem anderen Mitgliedstaat der Europäischen Union hat, kann die Klage auch vor dem zuständigen Gericht des Mitgliedstaats des gewöhnlichen Aufenthalts erhoben werden.